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This Note analyzes the potential privacy implications of the use of body-mounted cameras by police. Specifically, this Note considers how policy concerns and legal limitations should shape when and where cameras may record and what may be done with the footage once it has been collected. Currently, there are few clearly established legal limits on the use of body-mounted cameras, although the Fourth and First Amendments, as well as state wiretapping statutes, provide some boundaries. Some groups have already released recommendations, but there is not a consensus in practice or in theory. This Note recommends a policy that would require police officers to tape all interactions, but would allow some exceptions, when requested by members of the public. This will likely capture almost all incidences of police misconduct. Likewise, a policy that requires police departments to use footage primarily as a means of identifying and disciplining officers who behave inappropriately instead of a tool for evidence collection will better reduce tensions between law enforcement and the community. Finally, a policy that allows the public to initiate the release of records but redacts personally identifiable information protects the privacy of individuals captured in the footage, but allows for transparency and accountability.
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Imagine you are in your home with friends when an altercation erupts. You are worried for the safety of the individuals involved, as well for the bystanders. You decide to dial 911, and soon police are at your door. Imagine you are the victim of a violent sexual assault by a stranger in a public park. After the perpetrator leaves, you are traumatized emotionally and injured, but you decide to reach for your cellphone to call 911 to request medical attention and report the attack. Imagine you are a police officer on patrol with your partner. During a lull in activity, he tells you he thinks he might have uncovered evidence of corruption in the force, but he is worried about the blow-back if he reports it. You have had similar suspicions for some time, and you decide to tell your partner that he should report it.

Now imagine that in all of the above scenarios, you knew that the police officers were wearing body-mounted cameras with audio-recording capability. You are unsure of how long the footage is stored and how it is used, and whether it could be released to the public. The presence of the camera would certainly influence your decision-making. Policies and laws governing the use of body-mounted cameras and the footage created by body-mounted cameras will impact the behavior of members of the public and individual police officers. It is imperative that the policies governing body-mounted cameras are chosen with careful consideration of these practical factors.

Currently, however, although there are some pre-existing legal restrictions on the use of body-mounted cameras and the footage they produce, the policies of police departments vary widely. The First and Fourth Amendments, state “Freedom of Information” acts, and state wiretapping statutes all limit the use of video recording by law enforcement, however, the case law and statutes were not written with body-cameras in mind, leaving significant gaps between what is sound policy and what is legal. Policies and legislation addressing the use of body-mounted cameras should consider a multitude of factors, including the potential for embarrassment and harm to individual members of the public, the chilling effect on free speech, the effect on interactions between police officers and the public, and the privacy rights of police officers.
In Part II, this Note briefly discusses the recent endorsement of body-mounted cameras on police and their adoption by police departments, describes the technological capabilities of body-cameras, and outlines how they compare to other forms of video surveillance and how these differences give rise to new policy questions and legal uses. In Part III, this Note outlines the policy concerns behind these recommendations, which include the more invasive nature of body-worn cameras, the release of footage to the public, the use of footage in dragnet style policing, the effect on interactions with the public and free speech, and the invasion of the privacy of police officers. This Note then summarizes and compares three sets of recommendations for the use of body-worn cameras: one by the American Civil Liberties Union, one by the Police Executive Research Forum, and one created by the City of New York. In Part IV, this Note outlines the current legal limits on law enforcement use of video surveillance. Specifically, this Part discusses the Fourth Amendment limitations on body-cameras in the home, and on the use of compiled body-camera footage. In Part V, this Note will outline recommendations for the implementation of body-worn cameras.

II. BACKGROUND

To understand the policy implications of potential body-worn cameras, it is important to understand the social context in which the call for body-worn cameras has arisen, the technological capabilities of body-worn cameras, and the differences between body-worn cameras and existing video surveillance methods.

A. RECENT DEVELOPMENTS

In response to recent events, both activists and the general public have turned their attention to police accountability. Body-mounted cameras are emerging as one of the most popular solutions proposed to counter racial inequalities in policing and inappropriate use of force by police.\footnote{E.g., Jay Stanley, Police Body-Mounted Cameras: With Right Policies in Place, a Win for All, AM. CIVIL LIBERTIES UNION (Mar. 2015), https://www.aclu.org/sites/default/files/assets/police_body-mounted_cameras-v2.pdf [http://perma.cc/SR65-3DAZ]; Randall Stross, Wearing a Badge, and a Video Camera, N.Y. TIMES (Apr. 6, 2013), http://www.nytimes.com/2013/04/07/business/wearable-video-cameras-for-police-officers.html [http://perma.cc/H355-WGHC].} Academics, politicians and activ-
ists have touted their benefits. Police departments are interested in body-camera use as well, because the cameras have the potential to decrease false claims lodged against the police force.

Police departments throughout the country are beginning to implement body-worn cameras. Approximately a quarter of the country’s police departments use body-mounted cameras, and 80% are evaluating their possible use. Body-worn cameras are being used, or are being implemented in San Francisco, Pittsburgh, Salt Lake City, Hartford, Fort Worth, Chesapeake VA, Modesto CA, Oakland, Chicago, New York, and Washington, D.C., among others. President Obama has proposed a federal
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The presence of cameras is believed to reduce police misconduct, false claims of police misconduct, and assault on officers by civilians. As a result of the Stop and Frisk litigation challenging the legality of searches of members of the public, the court ordered the City of New York to implement a body-camera pilot program.

Studies have shown that when body-cameras are in use, police officers are less likely to use force and civilians are less likely to file complaints. In addition, the cameras are used to gather evidence against suspects. The cameras are particularly useful when a victim recants or is unwilling to testify, or when the emotions captured in the voices in an audio recording are more effective at accurately depicting events than the written transcripts and notes prepared by officers.

B. TECHNOLOGICAL OVERVIEW

Advancements in technology have led to an increase in video recording by law enforcement as well as by private citizens, and the law has had to adjust to this reality. Body-worn cameras are part of this trend; however, there are several significant differences between body-worn cameras on police officers and other

8. Ariel, supra note 5, at 510.
9. Stross, supra note 1 (“The Rialto study began in February 2012 and will run until this July. The results from the first 12 months are striking. Even with only half of the 54 uniformed patrol officers wearing cameras at any given time, the department over all had an 88 percent decline in the number of complaints filed against officers, compared with the 12 months before the study, to 3 from 24. Rialto’s police officers also used force nearly 60 percent less often — in 25 instances, compared with 61. When force was used, it was twice as likely to have been applied by the officers who weren’t wearing cameras during that shift, the study found. And, lest skeptics think that the officers with cameras are selective about which encounters they record, Mr. Farrar noted that those officers who apply force while wearing a camera have always captured the incident on video.”); Connie Fossi-Garcia & Dan Lieberman, Investigation of 5 cities finds body cameras usually help police, Fusion (Dec. 7, 2014, 2:56 PM), http://fusion.net/story/31986/investigation-of-5-cities-finds-body-cameras-usually-help-police [http://perma.cc/SY8X-65X6].
forms of surveillance such as closed circuit television (CCTV) cameras, dashcameras, and civilian cell phones. For this reason, body-worn cameras raise unique legal questions.

While several companies currently manufacture body-worn cameras designed for police work, the dominant supplier is Vievu, followed by Taser International.\textsuperscript{11} The cameras manufactured by Taser International are 3.5 inches long, and can be worn on an officer’s collar, cap, or glasses.\textsuperscript{12} Body-mounted cameras record audio, and when worn on a police officer’s glasses, will record what the officer sees.\textsuperscript{13} Typically, police officers are expected to turn on their cameras when they exit their police cars to interact with civilians.\textsuperscript{14} The cameras actually record even when “off,” and automatically save the thirty seconds of “buffer” that precede being turned “on.” This is so that the cameras can capture the initial moments of an encounter.\textsuperscript{15} It is possible to use facial recognition technology on the images captured by body-worn cameras.\textsuperscript{16} The cameras, although small, are noticeable to civilians.\textsuperscript{17}

The recordings are stored temporarily on the device, until transferred to a storage system operated by Taser.\textsuperscript{18} The officer can label the type of interaction (e.g., traffic stop).\textsuperscript{19} Each video is labeled with a unique number, and the system records each time an officer accesses a video, creating a “chain of custody.”\textsuperscript{20}


\textsuperscript{12} Leonard, \textit{supra} note 10.

\textsuperscript{13} \textit{Id.}

\textsuperscript{14} Stross, \textit{supra} note 1.

\textsuperscript{15} \textit{Id.}


\textsuperscript{17} Stross, \textit{supra} note 1 (“As small as the cameras are, they seem to be noticeable to civilians, he said. ‘When you look at an officer,’ he said, ‘it kind of sticks out.’ Citizens have sometimes asked officers, ‘Hey, are you wearing a camera?’ and the officers say they are, he reported.”).

\textsuperscript{18} Leonard, \textit{supra} note 10.

\textsuperscript{19} \textit{Id.}

\textsuperscript{20} \textit{Id.}
C. COMPARISONS TO OTHER TYPES OF VIDEO RECORDINGS

Body-worn cameras are part of a larger trend of increased surveillance of civilians by law enforcement and increased recordings of law enforcement by civilians.21 Unlike previous forms of surveillance, body-cameras can enter private spaces more easily, and can focus on individuals more effectively. These differences call for regulation and policies designed specifically to address body-mounted cameras.

1. Dashboard Camera Recordings

The purposes of dash cameras and body-worn cameras are similar. Both record interactions between police and citizens, and move with an officer or pair of officers while they complete a shift instead of focusing on a particular area or individual. Dash cameras are confined to places where cars can go, which are usually public places, such as roads and parking lots. A dash camera cannot easily record inside people’s homes and other places where there is a heightened expectation of privacy. Dash cams are programmed to begin recording only when a siren or lights are turned on.22

2. CCTV/Surveillance Cameras

Even without body-mounted cameras, law enforcement is capable of setting up an extremely comprehensive surveillance system using stationary cameras. The United Kingdom leads the world in the use of surveillance cameras.23 The average Londoner is recorded 300 times a day and the ratio of cameras to residents in the country is one to fourteen.24 Some believe that the United States should adopt this level of surveillance.25 Many ma-

24. Id.
Major cities in the United States have video surveillance programs, including Chicago, New York, and Los Angeles.

Unlike body-mounted cameras, CCTV cameras do not record conversations. Additionally, CCTV cameras do not focus on individuals and only record in public places. In contrast, body-mounted cameras are more invasive. It is also important to note that in conjunction with the use of face recognition technology (FRT) and CCTV, body-mounted cameras could become part of a surveillance network that capable of effectively tracking the movements of citizens.

III. POLICY CONCERNS

There is a tension between protecting the privacy of people who may be recorded, and the interest in ensuring accountability for police. While the American Civil Liberties Union (ACLU) is generally opposed to the increasing prevalence of camera surveillance, they are in favor of body-worn cameras for police because body-worn cameras are useful in reducing police misconduct against civilians. Although body-mounted cameras may benefit the public in several ways, concerns about them include: the release of embarrassing footage to the public, the use of footage to identify suspects in additional crimes, the impact on police-community interactions, the potential impediment to free speech, and the ability to monitor police officers improperly.

29. MILLER & TOLIVER, supra note 16, at 11 (quoting Sir Bernard Hogan Howe, Commissioner, London Police Service: “In London we have CCTVs, which are quite extensive and becoming even more so, but the distinction is that those cameras don’t listen to your conversations. They observe behavior and see what people do and cover public space, so you can see if there is a crime being committed. But CCTVs don’t generally seek out individuals. So I think there is an important distinction there.”).
30. Stanley, supra note 1, at 1.
31. Stross, supra note 1 (“But what about the privacy implications? Jay Stanley, a senior policy analyst at the American Civil Liberties Union, says: ‘We don’t like the networks of police-run video cameras that are being set up in an increasing number of cities. We don’t think the government should be watching over the population en masse.’ But requiring police officers to wear video cameras is different, he says: ‘When it comes to the citizenry watching the government, we like that.’ Mr. Stanley says that all parties stand to benefit — the public is protected from police misconduct, and officers are protected from bogus complaints. ‘There are many police officers who’ve had a cloud fall over them because of an unfounded accusation of abuse,’ he said. ‘Now police officers won’t have to worry so much about that kind of thing.’”).
A. GENERAL CONCERNS

The ACLU has highlighted some potential privacy concerns regarding body-worn cameras. Video footage differs from naked eye surveillance in several important ways. Video footage is not easily altered, and it can be more convincing than eye-witness accounts. Video footage also does not degrade, and is not influenced by personal biases. Additionally, unlike a memory, one can “zoom-in,” on video footage, or improve it for low light, or otherwise enhance it. Finally, video footage does not require labor intensive monitoring, but can be reviewed later when law enforcement has reason to believe it contains something of interest.

The use of video by law enforcement is not new. The body-worn camera, however, differs in significant ways from its precursors. Body-worn cameras have the capacity to be even more invasive than other forms of video surveillance. CCTV or stationary surveillance cameras used by law enforcement are placed in public areas such as parking lots and transportation hubs where the people being filmed do not have an expectation of privacy. Usually, dashboard cameras on police vehicles only record on public roads, and never indoors. Body-worn cameras are therefore more difficult for the public to avoid, and their presence is less predictable. Police officers often go inside businesses, private property and private homes as part of their duties. When police officers have a warrant, or believe there is an emergency, the occupants of a private home do not have a choice about the presence of those officers. A person who is approached by a police officer wearing a body-worn camera cannot readily avoid having his identity recorded (even if later it is established he was stopped without cause). On the other hand, a body-mounted camera is not automatically activated like a dash camera, which records when a police car stops. Instead, a body-mounted camera requires the wearer to activate it before it will record.

33. Id. at 35–36.
34. Id.
35. Id.
B. VIDEOS RELEASED TO THE PUBLIC

There are strong reasons to be concerned about footage becoming available to the public, either through a leak or legitimate release.\textsuperscript{37} The ACLU points out that the release of footage showing police officer wrongdoing promotes police accountability.\textsuperscript{38} On the other hand, footage showing embarrassing behavior by a public figure might be leaked due to the entertainment value of the footage, and not for purposes of accountability.\textsuperscript{39} If police are recording all of their encounters with the public, they will inevitably record events that are embarrassing or would otherwise cause distress for the subject.\textsuperscript{40} Additionally, footage of informants or witnesses cooperating with law enforcement could put those subjects in danger if released.\textsuperscript{41} Footage from dash cameras has been inadvertently released to the public and has spread on the Internet due to the embarrassing nature of the content or the famous identity of the subject, despite containing no content of public importance (such as evidence of police misconduct).\textsuperscript{42}

In some instances, existing laws might require police departments to release footage. The California Public Records Act creates a general rule that recordings stored by the government, with a few narrow exceptions, are accessible to the public.\textsuperscript{43} The courts have narrowly construed these exemptions,\textsuperscript{44} so some footage from body-mounted cameras on police would be potentially

\begin{footnotesize}
\begin{enumerate}
\item Stross, supra note 1.
\item Id. at 1.
\item Id. at 3.
\item Erica Goode, Video, a New Tool for Police, Poses New Legal Issues, Too, N.Y. TIMES (Oct. 11, 2011), http://www.nytimes.com/2011/10/12/us/police-using-body-mounted-video-cameras.html [http://perma.cc/EY4Z-QDDT] (“If a police officer is taking a picture of every interaction, one of the things that he may find is me, naked as a jaybird, when my wife calls to complain,’ said Franklin E. Zimring, a professor of law at the University of California, Berkeley. ‘Let’s assume that it’s either against the law or not, but I sure don’t want it on YouTube. The potential for a sort of permanent embarrassment is a looming presence when everything is filmed.”).
\item MILLER & TOLIVER, supra note 1, at 23.
\item Stanley, supra note 1, at 3.
\end{enumerate}
\end{footnotesize}
accessible to the public under this law. In Washington, a similar state law requires government institutions to hand over footage to members of the public as long as it is not relevant to a current investigation or case. Two departments in Washington ended or considered ending their body-mounted camera programs after an individual requested a large volume of video footage for seemingly frivolous purposes.

In addition to privacy concerns, public records laws have caused a financial burden for police departments. Videos from...
police car dash-cameras have been found to fall under state public records laws in Vermont, New Jersey and Arkansas. Reviewing and redacting footage is costly financially as well as in hours of labor. Several police departments have cited concerns about the cost of redacting footage.

An Albuquerque police chief explained, “Here in Albuquerque, everything is open to public record unless it is part of an ongoing investigation. So if police come into your house and it is captured on video, and if the video isn’t being used in an investigation, your neighbor can request the footage under the open records act, affairs officer. ‘We’ve never been trying to hide it, but it’s terabytes of data we’d have to go through.”

49. VT. STAT. ANN. tit. 1, § 317 (West 2015) (“Notwithstanding subdivision (A) of this subdivision (5), records relating to management and direction of a law enforcement agency; records reflecting the initial arrest of a person, including any ticket, citation, or complaint issued for a traffic violation, as that term is defined in 23 V.S.A. § 2302; and records reflecting the charge of a person shall be public.”).


52. White, supra note 3, at 33–34.

53. Nicole Blake Johnson, Baltimore Weighs the Hidden Costs of Police Body Cameras, ST. TECH MAG. (Feb. 23, 2015), http://www.statetechmagazine.com/article/2015/02/baltimore-weighs-hidden-cost-police-body-cameras [http://perma.cc/8XWD-8JXL] (“The number of requests for camera footage also would affect program costs. The resources needed to redact videos are the greatest variable. A conservative estimate from the working group projects redaction would account for $1.7 million of the first year’s budget”); Amanda Haggard, Law Enforcement Complain Body Cameras Will Lead to Costly Records Requests, NASHVILLE SCENE (Oct 20, 2015, 3:02 PM) (“The cost of this is more than just the equipment and infrastructure,’ said Chief David Rausch, president of the Tennessee Association of Chiefs of Police and chief of the Knoxville Police Department. ‘There’s also the redaction issue, especially when you have these overbroad requests.’”); Kathy Bolten, Police: We Want Body Cameras; Need Money to Buy Them, THE DES MOINES REG. (May 7, 2015, 3:01 PM), http://www.desmoinesregister.com/story/news/2015/05/06/body-cameras-police-federal-grant/70918700/ [http://perma.cc/3H6D-ETR4] (“It’s unlikely all of the state’s 394 state troopers will be equipped with body cameras any time soon, said Sgt. Nathan Ludwig, Iowa Department of Public Safety spokesman. While it would cost an estimated $315,200 to buy the cameras, the cost to upgrade the system used to store video footage would exceed $4 million, Ludwig said. It also would cost $149,000 to add two full-time employees to review and file the videos and handle public records’ requests. ‘It’s super expensive,’ Ludwig said.”); Nick Adams, ‘Cop-Cam’ Complications, HERALD TRIB. (Mar. 5, 2015 1:00AM) (“If the city gets many requests for camera footage, it’s conceivable that an extra police department employee would be needed to handle the review load, Fournier said. That has budget implications. And he warned of the city’s risk of lawsuits, both if it violates privacy and if it unduly hinders access to public records.”); FLA. STAT. ANN. § 119.071 (West 2005) (The statute has 600 very specific exemptions. Whether footage could be released would likely end up being decided on a case by case basis.).
and we must give it to them."

54. MILLER & TOLIVER, supra note 16, at 15.

55. Adam Schwartz, Chicago's Video Surveillance Cameras: A Pervasive and Poorly Regulated Threat to Our Privacy, 11 NW. J. TECH. & INTELL. PROP. 47, 50–51 (2013) (“Under Chicago's prior Mayor, Richard Daley, there was very little transparency regarding the City's video surveillance camera system. For example, when the ACLU sent a Freedom of Information Act (FOIA) request to the City regarding its camera system, the City refused to state whether there had been any alleged misuse of the cameras, and did not disclose any electronic data regarding the cameras' alleged effectiveness. Likewise, there was no public information available regarding the total number of cameras, the location of most cameras, the total amount of money spent on the cameras, and the sources of that money. Moreover, the City repeatedly failed to respond to the ACLU's requests for permission to visit the OEMC's operations center, and repeatedly failed to respond to the ACLU's letters proposing new regulations.”).

56. Stross, supra note 1; Stanley, supra note 1, at 5 (“The ACLU supports the use of cop cams for the purpose of police accountability and oversight. It's vital that this technology not become a backdoor for any kind of systematic surveillance or tracking of the public.”).

FRT is already used to track suspected terrorists, but the technology could be used to identify individuals captured on video tape by cross referencing a database of photos or even to collect embarrassing footage of individuals in order to pressure them into complying with an investigation.

It is likely that as magnification technology and FRT becomes more advanced and affordable, law enforcement will use it in conjunction with body-mounted cameras. The Los Angeles Police Department has tested FRT on surveillance footage. The City of Chicago’s stationary camera surveillance system, the most extensive in the country, has the capability to track vehicles from one camera to the next and to zoom in and see small objects and detail hidden to the naked eye. Chicago has also looked into the possibility of using FRT. It is possible that in the near future, body-worn cameras will be equipped with FRT. Although current versions of body-worn cameras are not equipped with FRT, uploaded footage collected by body-worn cameras could still be scanned using FRT.

The use of body-mounted camera footage as a means of identifying suspects could have several negative consequences. First, it could make witnesses and others less likely to talk to police. Individuals might worry that if their face is captured by the camera, it will be compared to a database using FRT for outstanding warrants and matches to unsolved cases. Second, if combined with an extensive CCTV system and FRT, body-mounted cameras could become part of a comprehensive surveillance system capable of tracking the movements of individuals as they go about their daily activities. A body-mounted camera would allow an officer to purposefully follow an individual in areas not covered by CCTV, or police departments to comb footage from body-cameras.

59. Id. at 437–38 ("Beyond tracking individuals already on a government watch-list, FRT’s data-mining capabilities are intended to recommend new suspects. For example, a police department could theoretically cross-reference surveillance footage between a high-drug-volume housing project and a nearby airport, revealing which project residents most frequent the airport, and thus producing evidence of possible drug trafficking. In the national-security context, the FBI is suspected of gathering embarrassing personal information about American Muslims to pressure them into informing on their fellow mosque-attendees. Such a tactic can be aided by FRT, which could cross-reference the exteriors of mosques with other, compromising locations such as homosexual establishments or bankruptcy offices.").
60. SCHLOSBERG & OZER, supra note 43, at 5.
61. Schwartz, supra note 55, at 50.
after the fact to demonstrate that an individual was or was not at a location at a certain time.

D. EFFECT OF CAMERAS ON INTERACTIONS BETWEEN THE POLICE AND THE PUBLIC

A third concern is that the presence of a camera will interfere with interactions between the police and the public. Certain types of interactions are more likely to be effective if not filmed. Some police department leaders have argued that recording social interactions between police and civilians that are not directly related to law enforcement business is unnecessary and creates distrust. Several departments have reported that the presence of body-worn cameras has hindered intelligence-gathering efforts.

On the other hand, other police departments dispute the validity of these concerns, arguing that body-worn cameras have not negatively impacted their ability to collect information and have actually improved community relations. The presence of a cam-


64. Id. at 20 (“Some police executives reported that deploying body-worn cameras has in fact had a negative impact on their intelligence-gathering activities, particularly when officers are not allowed the discretion to turn off the camera. Chief of Police Sean Whent of Oakland, California, explained, ‘Our policy is to film all detentions and to keep recording until the encounter is over. But let’s say an officer detains someone, and now that person wants to give up information. We are finding that people are not inclined to do so with the camera running. We are considering changing our policy to allow officers to turn off the camera in those situations.’ The Mesa (Arizona) Police Department has also found that body-worn cameras can undermine information-gathering efforts. ‘We have definitely seen people being more reluctant to give information when they know that they are being videotaped,’ said Lieutenant Harold Rankin.”).

65. Id. (“However, other police executives said that these types of situations are rare and that body-worn cameras have not had a significant impact on their ability to gather information from the public. For some agencies, public reaction to the cameras has been practically nonexistent. Major Stephen Willis of the Charlotte-Mecklenburg (North Carolina) Police Department said, ‘We have had in-car cameras for many years, and in most instances the public has an expectation that they will be recorded. We encountered very little resistance from the public when we piloted body-worn cameras.’ Deputy Chief of Police Cory Christensen of Fort Collins, Colorado, said, ‘We are not seeing much pushback from the community. Often people do not even notice the presence of the cameras.’ ‘I disagree that cameras hurt community relationships,’ said Chief of Police William Farrar of Rialto, California. ‘We have not seen any evidence of that. People will ask officers if they have a camera on, but it does not seem to bother them.’ In fact, in its evaluation of its body-worn camera program, the Rialto Police Department found that officers made
era, they argue, actually causes both police and civilians to moderate their behavior, resulting in fewer negative interactions.66

E. CHILLING EFFECTS ON FREE SPEECH

A fourth concern is that body-mounted cameras would chill political and other types of speech. Local and national law enforcement has monitored members of dissenting organizations in recent history, which can impede speech, and in some cases, violate the First Amendment.67 Some would be hesitant to participate in peaceful dissenting assemblies, even in locations controlled by the group itself, such as a mosque, union hall, or community center, because if police officers entered the premises with body-worn cameras, the police could then use the footage and FRT to compile a list of attendees.

F. POLICE PRIVACY CONCERNS

A fifth concern is that supervisors could use recordings to monitor police officers. Simply being recorded at all times (even if a policy is in place where tapes are not reviewed unless there is a reason), might create an oppressive working environment.68 Superiors could also comb through footage for any violations as a way to intimidate or punish union activists or whistleblowers.69 In practice, police departments have looked through all of a police

3,178 more contacts with the public (not counting calls for service) during the year that cameras were deployed than in the prior year.

66. Id. (“Some police executives reported that body-worn cameras have actually improved certain aspects of their police-community relationships. These executives said that the presence of cameras leads to better behavior by both the officer and the person being recorded. ‘The cameras help defuse some of the tensions that might come up during encounters with the public. I think that 98 percent of the time, cameras help improve relationships with the community,’ said Chief Chitwood of Daytona Beach. Deputy Chief Christensen of Fort Collins agreed: ‘Officers wearing cameras have reported a noticeable improvement in the quality of their encounters with the public. With both sides behaving better, community relations will improve.’”).


68. MILLER & TOLIVER, supra note 16, at 14 (“Some police executives also believe that requiring officers to record all encounters can signal a lack of trust in officers, which is problematic for any department that wants to encourage its officers to be thoughtful and to show initiative, For example, a survey of officers conducted in Vacaville, California, found that although 70 percent of officers were in favor of using body-worn cameras, a majority were opposed to a policy containing strict requirements of mandatory recording of all police contacts.”).

69. Stanley, supra note 1, at 2.
officer’s footage in response to one or two incidents, looking for a history of misconduct, and used the uncovered evidence of undesirable behavior to fire the police officer. In the aforementioned cases, the events were related to misconduct against civilians, thereby prompting the officer’s superiors to review the footage. It is not unthinkable, however, that an officer who had displeased his superiors for other reasons might be subjected to a thorough review of his footage in retaliation.

Unlike other types of employees, however, police officers have a greater responsibility and a greater burden in their role as public servants, which might lessen their expectation of privacy. What any public official does with public resources is a matter of public interest. Accountability for police officers is especially important for a number of reasons. Police officers have the capacity to use legitimized violence. Police officers also control public resources that, if not properly allocated and used, can do the most damage to the public. Furthermore, police officers act with more authority and power when interacting with members of the public than typical civil servants.

70. MILLER & TOLIVER, supra note 16, at 7–8 (“Law enforcement agencies have also found that body-worn cameras can help them to identify officers who abuse their authority or commit other misconduct and to assist in correcting questionable behavior before it reaches that level. In Phoenix, for example, an officer was fired after his body-worn camera captured repeated incidents of unprofessional conduct. Following a complaint against the officer, the police department reviewed footage from the incident along with video from prior shifts. Upon finding repeated instances of verbal abuse, profanity, and threats against members of the public, the department terminated the officer. ‘It clearly shocked the conscience when you saw all of the different incidents,’ said Assistant Chief of Police Dave Harvey of Phoenix. In Daytona Beach, Chief Chitwood requested that the officers with a history of complaints be among the first to be outfitted with body-worn cameras. Although he found that usually the videos demonstrated that ‘the majority of the officers are hardworking, good police,’ he has also seen how body-worn cameras can help an agency address discipline problems. Chitwood said: ‘We had an officer who had several questionable incidents in the past, so we outfitted him with a camera. Right in the middle of an encounter with a subject, the camera goes blank, and then it comes back on when the incident is over. He said that the camera malfunctioned, so we gave him another one. A week later he goes to arrest a woman, and again, the camera goes blank just before the encounter. He claimed again that the camera had malfunctioned. So we conducted a forensic review of the camera, which determined that the officer had intentionally hit the power button right before the camera shut off. Our policy says that if you turn it off, you’re done. He resigned the next day.’”).

71. Id.


73. Id.

Police privacy has already been discussed with regard to members of the public who record officers with their cell phones. When discussing the appropriateness of creating an exception to the two-party wiretapping statutes so that civilians would be allowed to record police interactions, some have suggested a distinction between activities where the police officer exercises his authority and when he is “on the clock,” but not exercising any special authority by virtue of his position. Additionally, certain police activities, such as police work or communicating with informants, should not be filmed for the safety of the officer and informants. Others have proposed that the distinction between when a police officer may be recorded (in a two-party consent state) should depend on where he is. Police officers who are in public, carrying out public duties should be recorded.

75. Id. at 159.
77. Tracer, supra note 74, at 159 (“If a public official is exercising a public duty, the physical location where the act takes place should affect the scope of an exception to the all-party consent requirement. Like the public duty issue discussed above, the public forum distinction affects the all-party consent requirement’s concern for the private nature of certain conversations. The need for a geographic limit on an exception is apparent when considering extreme positions on the continuum of public access to conversations involving public officials engaging in their public duties. At one end, when a police officer stops someone on a sidewalk, the location is clearly public because the public both has access to the location generally and can overhear the specific conversation taking place. The police officer also knows all this to be the case. At the other end of the spectrum, consider a conversation between two police officers in the station house that is secretly recorded. In that case, members of the public would be listening in on a conversation they ordinarily cannot hear, taking place in a location they ordinarily cannot access. The officers would have no notice of their “presence.” Because the state could consent to recording on behalf of both officers, the only rationale to prevent recording such a conversation is that the conversation itself is private. An exception to the all-party consent requirement should therefore include some means to filter which conversations involving public officials engaging in public duties remain too private to be opened to citizen recording.”).
G. RECOMMENDATIONS BY THE ACLU AND THE PERF

Because body-mounted camera technology is new, departments are continuing to develop policies for its use.\textsuperscript{78} The policies of police departments vary with respect to when and where to record, and what is done with the footage.\textsuperscript{79} A study found that of 63 law enforcement agencies that reported they were using body-worn cameras, one third did not have a written policy.\textsuperscript{80}

The ACLU and the Police Executive Research Forum (PERF) published the two existing extensive guidelines for the use of body-mounted cameras by police departments. The ACLU has advocated the adoption of body-mounted cameras on police as part of a campaign against police brutality and for police accountability.\textsuperscript{81} The ACLU also advocates for the privacy rights of the public and usually does not support the use of cameras by law enforcement.\textsuperscript{82} PERF is a non-governmental entity comprised of the leaders of local law enforcement agencies.\textsuperscript{83} PERF produces reports on best practices, including topics such as minimizing the use of force, community policing, crime reduction and the use of technology.\textsuperscript{84} Some have accused PERF for seemingly coordinating police action against the Occupy Wall Street movement.\textsuperscript{85}


\textsuperscript{79} Id. at 9, 11–12, 16–17, 20–22, 24–25, 27, 31–32, 33, 35, 37.

\textsuperscript{80} Miller & Toliver, supra note 16, at 2 (“PERF received responses from 254 departments (a 51 percent response rate). Although the use of body-worn cameras is undoubtedly a growing trend, over 75 percent of the respondents reported that they did not use body-worn cameras as of July 2013. Of the 63 agencies that reported using body-worn cameras, nearly one-third did not have a written policy governing body-worn camera usage. Many police executives reported that their hesitance to implement a written policy was due to a lack of guidance on what the policies should include, which highlights the need for a set of standards and best practices regarding body-worn cameras.”).


\textsuperscript{82} Stanley, supra note 1, at 1 (“Although we (at the ACLU) generally take a dim view of the proliferation of surveillance cameras in American life, police on-body cameras are different because of their potential to serve as a check against the abuse of power by police officers.”).


\textsuperscript{84} Id.

Both sets of recommendations include guidelines for when and where recordings should be made, as well as what can be done with the footage.

1. When and Where Recordings Should be Made

The ACLU and PERF disagree about the amount of discretion officers should have when deciding when and where to record. In his report for the ACLU, Jay Stanley asserts that, “The balance that needs to be struck is to ensure that officers cannot manipulate the video record, while also ensuring that officers are not subjected to a relentless regime of surveillance without any opportunity for shelter from constant monitoring.”

He points to several instances where dashboard camera or body-mounted camera recordings of alleged police misconduct disappeared, and brings up concerns for the working environment and rights of officers as employees.

In contrast, PERF recommends that police departments give officers discretion to turn their cameras off when warranted (for example, when talking to victims, assisting someone who is partially undressed, etc.), citing privacy concerns as well as the importance of maintaining good community relations.

The New York Police Department (NYPD) policy, mandated by court order, allowed some limited discretion for filming, but required that officers turn on their camera when they had a reasonable suspicion that the subject was committing a crime, when they stopped a vehicle, when they used force, when they took a subject into custody, when an interaction became adversarial, and when they conducted a “vertical patrol” of a building.

Additionally, the policy required that officers turn off their cameras during encounters not related to official activities, performance of administrative duties, in places with a reasonable expectation of privacy (i.e. hospitals and rest rooms), during certain protected political activities, when talking to a confidential wit-

86. Stanley, supra note 1, at 2.
87. Id. at 2.
89. PETERS & EURE, supra note 78, at 9–10.
ness, and when requested by a victim or witness. The report prepared by the City of New York on the pilot body-mounted camera program found that the policy should be amended to require officers to record a broader range of interactions beyond the “reasonable suspicion” standard because it did not capture the full range of interactions between the police and the community, and because interactions could begin without a reasonable suspicion, but could escalate.

More specifically, the ACLU recommends that body-mounted cameras be turned on during every interaction with the public, whereas PERF recommends that cameras be turned on only during law enforcement related encounters, but not during informal, non-adversarial encounters. PERF further recommends that departments prohibit recording during routine non-law enforcement activities, such as lunch at the station, or in the locker room.

The ACLU and PERF are more aligned with respect to notice to and consent of subjects of recordings. The ACLU recommends that officers give notice to the public that the cameras are present (to the extent that it is practical), and does not endorse the use of cameras for covert filming. PERF also recommends that subjects be given notice that they are being recorded. Additionally, PERF recommends that officers obtain consent from victims before recording them. Additionally, PERF advises that officers turn off cameras when speaking to potential witnesses in the community.

The ACLU states that, “officers should be required to be especially sure to provide clear notice of a camera when entering a home, except in circumstances such as an emergency or a raid.” Alternatively, “[d]epartments might also consider a policy under which officers ask residents whether they wish for a camera to be turned off before they enter a home in non-exigent circumstanc-
es.”  The ACLU goes on to say that requests that cameras be
turned off should also be documented. This is due to the “unique-
ly intrusive nature of police recordings made inside private
homes.” However, the ACLU also maintains that “[c]ameras
should never be turned off in SWAT raids and similar police ac-
tions.”

2. What May be Done with Footage

The ACLU recommends that recordings should not be viewed
except for the purposes of an investigation of police misconduct
(internal or external), or because law enforcement has a “reason-
able suspicion” that the recording contains evidence of a crime.
This proposal would include “[b]ack-end systems to manage video
data” which “must be configured to retain the data, delete it after
the retention period expires, prevent deletion by individual offic-
ers, and provide an unimpeachable audit trail to protect chain of
custody, just as with any evidence.”

The ACLU also recommends limiting access to footage, keep-
ing detailed records, and deleting footage automatically after a
short period of time. The ACLU proposes a system where footage
is only stored for a short period (“weeks, not years”) and then de-
leted, unless it is “flagged,” in which case, it would be stored for
an extended period of time. Flagging would happen when the
incident recorded included the use of force, a detention or arrest,
or resulted in an informal or formal complaint. A recording
should also be flagged, according to the ACLU, when the subject
of a recording requests it, or when superiors in the police depar-
tment have “some basis to believe police misconduct has occurred
or have reasonable suspicion that the video contains evidence of a
crime.” The ACLU also proposes that recordings be stored in
such a way to make it impossible for officers to delete, modify or
make their own copies of footage, and that any time footage is
accessed, a record is made.

In contrast, the PERF states that, “[o]fficers should properly
categorize and tag body-worn camera videos at the time they are

100. Id.
101. Id.
102. Id.
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104. Id. at 4.
105. Id. at 5–6.
downloaded” and that “videos should be classified according to the type of event or incident captured in the footage.” If a video contains footage that can be used in an investigation or captures a confrontational encounter between an officer and a member of the public, it should be deemed “evidentiary” and categorized and tagged according to the type of incident. The reasoning provided is that “the retention time for recorded data typically depends on the category of the event captured in the video. Thus, proper tagging is critical for determining how long the data will be retained in the agency’s system.” Additionally, “accurate tagging helps supervisors, prosecutors, and other authorized personnel to readily identify and access the data they need for investigations or court proceedings.” PERF recommends retaining recordings as long as required by applicable regulation and state laws. PERF recommends that footage be viewed by superiors when there is a specific complaint regarding an incident, or as part of a training and intervention program. PERF also recommends allowing officers involved in an incident to review footage before making a statement.

The report prepared by the City of New York recommended that supervisors be able to access all footage, but that arbitrary review for the purposes of finding an infraction for selective discipline would be considered a misuse of the resources. The New York report also advised that officers not be allowed to review footage prior to giving a statement and that individual members of the public should not be able to access footage in a way that disadvantages officers.

The ACLU recommends that recordings be released when subjects consent, or when recordings have been flagged. Whenever possible, redaction (such as blurring or blacking out images or distorting or removing audio) should be used to hide the identity of the subjects in a video. These recommendations are an attempt to find a balance between “the need for government over-

106. MILLER & TOLIVER, supra note 16, at 43.
107. Id.
108. Id.
109. Id. at 44.
110. Id. at 46.
111. Id. at 45.
112. PETERS & EURE, supra note 78, at v–vi.
113. Id. at vi.
114. Stanley, supra note 1, at 5.
115. Id.
sight and openness, and privacy.”\textsuperscript{116} Flagged recordings should be releasable because there is the “highest likelihood of misconduct,” and so “public oversight is most needed.”\textsuperscript{117}

PERF’s recommendations are more focused on compliance with state laws (in addition to the privacy of subjects) than the ACLU, but they also recommend “a broad disclosure policy to promote agency transparency and accountability.”\textsuperscript{118} PERF recommends releasing video when required by state “Freedom of Information” laws, but not when the contents could violate the privacy of a subject, such as footage recorded inside a private home.\textsuperscript{119} PERF also recommends releasing footage in cases of controversy over incidents, explaining that, “[i]n some cases, the video may support a contention that an officer was in compliance with the law. In other cases, the video may show that the department is taking appropriate action against an officer.”\textsuperscript{120} PERF also mentions the logistical and financial burdens of redacting identifiable content from videos.\textsuperscript{121}

The New York report recommended that the NYPD should develop procedures to comply with New York State’s Freedom of Information law.\textsuperscript{122} The report pointed out that unlike other data subject to the freedom of information acts, footage from body cameras was likely to contain sensitive material, and that it had the potential to be spread rapidly via the internet.\textsuperscript{123} The report did not make specific recommendations, but advised that the department develop procedures to ensure compliance with Freedom of Information requests while protecting the privacy of individuals who had been filmed as well as keeping the costs of review and redaction down.\textsuperscript{124} The report further strongly advised against showing a complainant footage before the individual had a chance to make a formal statement, despite the fact that other departments had the practice of showing “walk-in” individuals who wished to file a complaint the footage of incident and had
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found that it often dissuaded the individual from filing a complaint at all because the footage did not support their account.  

IV. LEGAL LIMITATIONS ON THE USE OF BODY-MOUNTED VIDEO CAMERAS

While technology makes it possible for law enforcement to misuse video footage, there are several ways in which the law, as it currently exists, limits police use of body-worn cameras. The Fourth Amendment gives some protection against recordings made in the home by body-worn cameras. There may also be Fourth Amendment protections against some particularly invasive recordings made outside the home by body-mounted cameras. The First Amendment may offer some protection against recordings of certain types of activities. Finally, in some states, wiretapping statutes offer broad protections against recordings made without the consent of all subjects, which would include recordings made by body-mounted cameras.

A. FOURTH AMENDMENT LIMITATIONS

The Fourth Amendment guarantees that “the right of the people to be secure in their persons, houses, papers, and effects, against unreasonable search and seizures, shall not be violated.” In Katz v. United States, the Court clarified that one’s right to privacy was not restricted to a particular area, but rather, “[w]hat a person knowingly exposes to the public, even in his own home or office, is not a subject of Fourth Amendment protection. But what he seeks to preserve as private, even in an area accessible to the public, may be constitutionally protected.” In his concurring opinion, Justice Harlan explained that there are two requirements for Fourth Amendment privacy protections to be implicated. The first is that the person showed a subjective expectation of privacy. The second is that that expectation is reasonable by the standards of society. The court subsequently

---

125. Id. at 33.
127. Id. at 199–200 (citing United States v. Katz, 389 U.S. 347, 361 (Harlan, J., concurring)).
128. Id.
adopted Harlan’s test as the primary test for determining whether the Fourth Amendment is at issue.\textsuperscript{129}

1. \textit{Recording & Gathering Evidence}

The Fourth Amendment limitations on the use of body-worn cameras depend on where they are being used. The most significant distinction is between recordings made inside private homes and recordings made in public.

\textit{i. Inside the Home}

There are several related questions raised by the use of body-cameras by police in the homes of civilians. One is whether a traditional (unrecorded) search of a home that is permissible under the Fourth Amendment is also permissible when the search is being recorded. The courts have noted that video surveillance of a home is more invasive than a manual search.\textsuperscript{130} The Ninth Circuit explained that video surveillance is directed at individuals rather than property, and that “the silent unblinking lens of the camera [is] intrusive in a way that no temporary search of the office could have been.”\textsuperscript{131}

The fact that the body-worn cameras are recording law enforcement–related events strengthens the argument for recording inside private homes. The public has a greater interest in recordings of police actions, even if they are recorded in locations with a heightened expectation of privacy. In \textit{Jean v. Massachusetts State Police}, the court found that police actions in a private home give rise to a strengthened public interest in the release of a recording.\textsuperscript{132} Several facts in \textit{Jean} differ from the context of body mounted cameras. In \textit{Jean}, the recording was made without the knowledge of the police officers by a “nanny cam” when Paul Pechnois was arrested in his home.\textsuperscript{133} Pechonis gave the plaintiff, Mary Jean, the recording, and she posted it online. The court found that although the recording was made illegally, the privacy interest of the officers was “virtually irrelevant,” explaining that
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\item \textsuperscript{133} Id. at 25.
\end{itemize}
the recording was of “a search by police officers of a private citizen’s home in front of that individual, his wife, other members of the family, and at least eight law enforcement officers,” which was “warrantless and potentially unlawful search of a private residence,” making it “a matter of public concern.”

The Supreme Court has traditionally been concerned about the protection of private homes from police searches. The Court in *Silverman v. United States* held that any search that involves a physical intrusion into a private home, no matter how slight, required a warrant. And the courts have also recognized the danger in allowing technology to expand the ability of law enforcement to observe inside private homes, even without physical intrusion. In *Kyllo v. United States*, the Court grappled with the question of “what limits there are upon this power of technology to shrink the realm of guaranteed privacy.” The court explained that “details of the home” that are not generally discoverable absent physical intrusion were “intimate details” and law enforcement needed a warrant to conduct a search that would uncover any of those details. On the other hand, “[t]he Fourth Amendment protection of the home has never been extended to require law enforcement officers to shield their eyes when passing by a home on public thoroughfares,” and visual surveillance of a civilian’s home is usually permissible.

There are several cases that directly deal with videotaped searches of people’s homes. In these cases, however, the filming was done with a television crew, with the intention of broadcasting the footage on television. One of the first such cases was *Ayeni v. Mottola*, which involved a government search, filmed by a CBS Television crew. The wife and children of the suspect brought the action. The wife was opposed to the filming, attempted to hide her and her children’s faces, and was not told that the camera crew was employed by CBS and not the government. Although the footage was never broadcast, the Second

134. *Id.* at 30.
137. *Id.* at 37, 40.
Circuit found that the lead agent’s decision to allow the camera crew to film inside the home while executing the warrant amounted to an unreasonable search under the Fourth Amendment. In Ayeni, however, the footage was filmed by a third party who was not serving a law enforcement or civic purpose, whereas this would not be the case with video recorded by police body-mounted cameras.

Courts have, however, upheld covert recordings made by law enforcement or law enforcement informants who consensually entered a home. In United States v. Davis, the defendant invited a government informant into his home and carried out a drug transaction. The court allowed the admission of a video recording made inside the defendant’s home, extending earlier rulings that covered audio recordings. The court held that “video recordings that capture images visible to a consensual visitor” do not violate the Fourth Amendment. In another case, a secret video, made by an undercover U.S. Fish and Wildlife agent who was invited inside the defendant’s house, was also admitted for the same reasons.

Neither decision gives serious attention to the argument that video recording is significantly different from audio recording. This is despite the fact that video recordings contain additional information, including the appearance of individuals who are present, even if they choose not to speak, as well as the layout and contents of the home. While an audio recording captures what is happening at the time the recording is being made, a video recording captures additional, more static, details.

141. Ayeni, 35 F.3d at 686.
143. Id. (citing United States v. White, 401 U.S. 745, 749, 753 (1971); Lopez v. United States, 373 U.S. 427, 438–40 (1963)); Lopez, 373 U.S. at 438–40 (“[T]he Government did not use an electronic device to listen in on conversations it could not otherwise have heard. Instead, the device was used only to obtain the most reliable evidence possible of a conversation in which the Government’s own agent was a participant and which that agent was fully entitled to disclose. And the device was not planted by means of an unlawful physical invasion of petitioner’s premises under circumstances which would violate the Fourth Amendment. It was carried in and out by an agent who was there with petitioner’s consent, and it neither saw nor heard more than the agent himself.”).
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ii. Outside the Home

While individuals generally have little protection from video surveillance outside the home, there are some legal protections against particularly invasive video surveillance, which might include certain uses of body-mounted camera footage. Specifically, the Fourth Amendment might also limit the use of body cameras for video surveillance. Some have argued that surveillance, even in a public place, constitutes a search when an “uninvited ear” observes the subject, or when other types of surveillance that violate a reasonable expectation of privacy are employed.\(^{146}\) Others have argued that observation of an individual in public becomes a search when law enforcement records without the physical presence of a police officer or when the technology is used to enhance the image or sound in such a way as to reveal information that would normally not be apparently without a pat-down or physical search.\(^{147}\)

Traditional Fourth Amendment analysis has focused on physical detention and search.\(^{148}\) With increased technological capabilities, however, surveillance of individuals in public places has the potential to reveal information about a person that the person would have expected to remain hidden, absent detention or physical search. The aggregation of data collected from surveillance of people in public over a long period of time and over large areas,

\(^{146}\) Capers, supra note 27, at 970 (“The argument is that it is one thing to be observed by a police officer, even one in plain clothes, who is physically present, but it is another thing entirely to be observed by a police officer via a remote video camera, particularly when one is unaware of the camera. The former scenario is analogous to an invited ear, re-conceptualized as an invited eye. The latter is analogous to an uninvited ear, re-conceptualized as an uninvited eye.”); Jennifer Mulhern Granholm, Video Surveillance on Public Streets: The Constitutionality of Invisible Citizen Searches, 64 U. Det. L. Rev. 687, 695–96 (1987).


\(^{148}\) E.g., Erin Murphy, Paradigms of Restraint, 57 Duke L.J. 1321, 1321–22 (2008) (“But whereas physical incapacitation of dangerous persons has always invoked some measure of constitutional scrutiny, virtually no legal constraints circumscribe the use of its technological counterpart. Across legal doctrines, courts erroneously treat physical deprivations as the archetypal “paradigm of restraint,” and thus largely overlook the significant threat to liberty posed by technological measures. Similarly, little academic attention has been paid to the state’s use of targeted forms of non-physical control. Much scholarly interest has focused on the increased use of physical incapacitation as a means of exerting regulatory control over, for example, illegal immigrants, pretrial detainees, or the mentally ill. And an equally vibrant debate surrounds the protection of information privacy in general society. Yet nearly no attention has been paid to the connection between these two developments.”).
as well as the magnification of things too small or far away to be readily observed, are two examples of the ability of technology to gather detailed information about individuals without detaining or physically searching them.\textsuperscript{149} In some instances, these practices may constitute a search.\textsuperscript{150}

Police officers who are wearing body-mounted cameras are not shielded by the Fourth Amendment from being filmed because they are aware of the recording. Covert filming of employees at work can violate the Fourth Amendment, however, if the employees had a reasonable expectation of privacy.\textsuperscript{151} For this reason, it is important that police departments have policies for when police officers should have their cameras on, so that other officers and government employees know whether they are being filmed. Additionally, once a policy is established, it should be followed, otherwise the subject of the film could argue that they were filmed when they had a reasonable expectation of privacy.

The Supreme Court in \textit{United States v. Knotts} mentioned that extensive monitoring of individuals without a warrant might be unconstitutional.\textsuperscript{152} In \textit{Florida v. Riley}, the Supreme Court also suggested that although it was not unconstitutional to observe an individual from the air, it might be if particularly intrusive.\textsuperscript{153} In \textit{United States v. Maynard}, the D.C. Circuit applied the “mosaic theory,” the idea that information acquired through methods
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which do not amount to a search individually can amount to a search when aggregated and analyzed, and found that prolonged GPS tracking of a car constituted a search.\textsuperscript{154} In \textit{United States v. Jones}, the Supreme Court found prolonged GPS surveillance of a vehicle to be a search.\textsuperscript{155} In her concurrence, Justice Sotomayor explained that current technology made it cheap and feasible to aggregate large amounts of data, and to “mine it years in the future.”\textsuperscript{156} Unlike previous Fourth Amendment jurisprudence, the mosaic theory concentrates on what is done with information after it is collected, including aggregation and analysis, not on the collection itself.\textsuperscript{157} It has been suggested that the mosaic theory applies to video filmed in public.\textsuperscript{158} Extending this logic, footage from body-mounted cameras could also fall under the mosaic theory if aggregated.

Despite these arguments, it is unlikely that the courts will find the use of body-mounted cameras to record individuals in public to be unconstitutional. Covert video surveillance of an individual’s property, such as a backyard for up to thirty days has been upheld by the courts.\textsuperscript{159} The courts have not limited the use of stationary surveillance cameras outside the home, finding that an individual does not have an expectation of privacy on street,\textsuperscript{160}
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sidewalk, taverns, front yards, hallways at self-storage facilities, the common area of bathrooms, and even on top of mountains and in open fields.

Many have criticized the state of current Fourth Amendment law for not adapting more to advances in technology. The California ACLU points out that “video surveillance cameras do not simply record information that is readily observable or available, they also record additional information and retain it for uses never before possible. Regrettably, the courts’ view of the privacy protections that apply in public places has not expanded to account for this change in the technological landscape, and Fourth Amendment court decisions do not reflect it.”

2. Use and Storage of Footage

There are few legal barriers to assembling images collected through body-worn cameras. Law enforcement continues to pursue the use of cameras with capacities beyond that of the naked eye. Additionally, the Supreme Court has found that a person does not have a Fourth Amendment interest in her facial appearance, voice and other identifying features that are displayed in public. The Supreme Court has upheld databases of private

161. State v. Augafa, 992 P.2d 723, 734 (Haw. Ct. App. 1999) (finding that footage of the defendant on a public sidewalk did not violate article 1 section 7 of Hawaii’s state constitution, which is “[s]imilar to the Fourth Amendment to the United States Constitution . . . .”).
There are also few constitutional limits on the use of a photographic database and FRT to scan faces in public in real-time. The use of a database within the home without a warrant, however, would possibly be found to violate the Fourth Amendment.

The boundaries of the mosaic theory as applied to video originally collected by body-mounted cameras, and not as part of an investigation are not well defined. There is disagreement over whether mosaic searches always require a warrant, or whether a reasonableness standard is sufficient in most cases. Under current Fourth Amendment jurisprudence, it is unclear whether the aggregation of information from separate investigations by separate law enforcement agencies falls under the mosaic theory.

With digital recording technology, footage can be stored for long periods of time. In the UK, the CCTV system can store footage for up to two years. There are, however, considerable financial costs associated with the storage of large amounts of digital video. In the United States, the length of time police departments store footage varies — some departments have set limits, while others store footage indefinitely. In contrast, the
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norm in the U.K. is to delete footage from body-mounted cameras after 30 days.\textsuperscript{180}

B. FIRST AMENDMENT LIMITATIONS

Footage collected by body-mounted cameras could be used in a way that violates the First Amendment if it used to identify individuals engaged in protected activities, or intimidate members of particular groups. Department policies should reflect this constitutional limitation. Some argue that the Constitution grants a right to anonymity in public, and that indiscriminate use of surveillance systems and FRT on people moving in public interferes with a person’s right to locomotion (guaranteed by the due process clause of the Fifth Amendment), rights of association and expression (guaranteed by the First Amendment) and the right to feel secure from unjustified government observation of everyday activities.\textsuperscript{181} Others have similarly argued that identification of individuals by video recording could violate their right to anonymity in political discourse.\textsuperscript{182} Just as surveillance generally can have a chilling effect on political activity,\textsuperscript{183} video recordings of certain activities could have a chilling effect. The courts have recognized the the First Amendment concerns when law enforcement attempts to compel organizations to turn over their membership lists,\textsuperscript{184} or require people who are distributing leaflets to identify themselves.\textsuperscript{185} They contend that if the government used surveillance cameras to identify attendees of a meeting, or individuals distributing leaflets, this would be a violation of the first amendment.\textsuperscript{186}
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  \item[186.] McIntyre v. Ohio Elections Comm’n, 514 U.S. 334, at 341–42.
  \item[187.] SCHLOSBERG & OZER, supra note 43, at 7 (“Video cameras in public places also chill speech and associational activity by preventing people from remaining anonymous. Installing cameras in public spaces is tantamount to requiring people to identify themselves whenever they walk, speak, or meet in public. If these surveillance systems were
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C. STATUTORY LIMITATIONS

The use of body-worn cameras is also not restricted by state law in many cases. Most state legislatures and local governments have not enacted law regulating other types of video surveillance, despite them having existed for some time. While states have begun to enact statutes governing the use of body-mounted cameras and the footage they produce, it remains unregulated in many states. A survey of police departments found that most who use CCTV video surveillance do not have written policies, and only a quarter of California cities using video surveillance had a written policy.

If left unmodified, some state wiretapping laws conflict with the use of body-worn cameras. Wiretapping laws fall into roughly two categories. Most states have “one-party consent” statutes, meaning that recordings of conversations are permitted so long as one person participating agrees to be recorded. In “two-party consent” states, however, recordings made without the consent of all parties are prohibited. There are several variations of two-party statutes. Some only protect conversations where the parties had a reasonable expectation of privacy.

everywhere, it would be practically impossible to be in a public place without wondering whether the government was monitoring and recording who you were, where you were, and what you were doing. A government camera aimed at the entrance to a building where an organization held meetings could reveal association as readily as a membership list. Such a scenario would violate established First Amendment protections of speech and association. The U.S. Supreme Court has held that requiring people to identify themselves when expressing themselves in public is unconstitutional; likewise for requiring identification of a person’s association with others or with organizations. Individuals have a right to protest, leaflet, and circulate petitions anonymously, and courts have also ruled that it is improper to force the disclosure of membership lists.” (citations omitted).
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Others only prohibit secret recordings, and do not consider whether there is a reasonable expectation of privacy.\textsuperscript{195}

The states have differed in their interpretations of when a “reasonable expectation of privacy” protects private citizens. The Pennsylvania courts used a very fact-specific test to determine whether a police officer had a reasonable expectation of privacy.\textsuperscript{196} A deciding factor in one case was that interviews are typically recorded and the officer was taking notes.\textsuperscript{197} Other states, such as Washington, only apply their two-party wiretapping statute to conversations that are not public or official.\textsuperscript{198} Although some actions by police officers exist in a gray zone, arrests are definitely public, and so not covered under the wiretapping statute.\textsuperscript{199} In Massachusetts, where the statute forbids “secret” recordings, the courts have found that even conversations occurring in public and consisting of official police business, such as stopping and frisking a member of the public, for example, cannot be secretly recorded.\textsuperscript{200}

There are constitutional limits on wiretapping statutes, however, and the courts have decided that even if a recording was made in a way that violates a two-party statute, the party who releases it to the public is not liable for that public release if public interest in the content is great enough.\textsuperscript{201} In 2014, the Illinois wiretapping statute, which prohibited all recordings made without the consent of all parties, was ruled unconstitutional under the Illinois state constitution for being too broad.\textsuperscript{202} The Court found that it was too broad, in many cases prohibiting conduct that was innocent and did not involve a legitimate privacy interest, thereby burdening speech.\textsuperscript{203}

Pennsylvania has already changed their two-party wiretapping statutes to exclude police officers wearing cameras.\textsuperscript{204} Legis-
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\textsuperscript{202} People v. Melongo, 6 N.E.3d 120, 126–27 (Ill. 2014).
\textsuperscript{203} Id. at 126.
\textsuperscript{204} 18 PA.C.S. § 5704 (16).
utors in other states are planning to follow suit. While some believe that body-mounted cameras will decrease instances where civilians are prosecuted for filming police, the existence of state wiretapping statutes alongside body-mounted cameras could lead to only police being permitted to record police encounters, a situation that worries some.

D. TORT LAW LIMITATIONS

Tort law might place some limitations on the use of body-cameras and the footage they produce, particularly footage obtained illegally, such as during an improper search of a home. However, tort law is unlikely to limit any footage captured in public. As technology has made visual and auditory recording easier and common, there have been concerns that recordings made of people in public constitute a violation of privacy. As early as the 1890s, with the advent of portable cameras and press photographers, some legal scholars argued that the law should evolve to protect individuals from the “unauthorized circulation of portraits of private persons; and the evil of the invasion of privacy by the newspapers.” These scholars sought to find some principle of common law that would forbid the unauthorized dissemination of photographs.

The courts, however, did not find such a “right to privacy” to forbid the reproduction and distribution of a likeness merely on the grounds that those actions would be distressing to the person depicted. In the decades leading up to the 1960s, however, the concept of a right to privacy gained strength, and was included in
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state law and the Second Restatement of Torts.\textsuperscript{211} Photographs taken while the subject was in public were not generally included under these privacy torts, except in unusual circumstances where the photograph was taken when the subject’s “status was changed without her volition to a status embarrassing to an ordinary person of reasonable sensitivity.”\textsuperscript{212}

V. RECOMMENDATIONS

In light of the legal limitations on the use of body-worn cameras, and the policy concerns covered above, this Part will outline recommendations for departmental policies regarding the use of body-worn cameras, including when and where recordings can be made, and what should be done with the footage that is collected. This Note recommends that officers turn on their cameras whenever they exit the vehicle to interact with a member of the public, but may subsequently turn off their camera if requested by a member of the public. This Note also recommends that officers offer to turn off the camera when entering a home at the resident’s invitation, but that SWAT operations inside homes should always be filmed. This Note further recommends that recordings not be used as a means to collect evidence and that footage not be stored for lengthy periods of time. Police Departments should only release footage that is redacted, and only in response to Freedom of Information requests.

A. WHEN TO RECORD

Under current Fourth Amendment case law and tort law, it is legal for police officers to record people who are in public. If body-cameras are used in a way that is meant to chill free speech, they may run afoul of the First Amendment, but otherwise there are few legal limits on the types of interactions that may be filmed in public. For various policy reasons, however, police departments should adopt a policy that allows officers to turn off cameras at the request of individuals, and when police officers are not performing their duties in a public place.


\textsuperscript{212} Daily Times Democrat v. Graham, 160 So. 2d 474, 478 (Ala. 1964).
One possible standard for recordings could be for cameras to run continuously during a shift. Taking away officers' ability to turn off their cameras would ensure that the most volatile situations would be recorded.\textsuperscript{213} Concerns about recording manipulation or failure to record events of public importance are especially important in states with two-party consent wiretapping statutes. This is because police have much broader rights to record than civilians, who cannot record police without the officers' consent.\textsuperscript{214} This standard is attractive because it eliminates any ambiguity about when an officer should be recording, but it would also result in recording too much content, containing much information of no public importance. In addition, there is not a clear causal relationship between recording conversations between partners while they are alone in their vehicle, and reducing police brutality. Police officers in departments that have introduced body-mounted cameras have expressed concern regarding the loss of privacy.\textsuperscript{215} If officers know they are being recorded, they will likely be reluctant to speak amongst each other about certain topics. These topics might include issues of public importance, such as departmental corruption, incompetency, or labor and employment issues. This could in turn hamper coordination among officers concerned with these issues.

A solution that could resolve most of the tensions involved in determining a policy of when to record would require officers to turn on cameras whenever they exit their vehicles into a public space while on duty, but would allow them to turn off cameras in a non-adversarial situation only if requested by a member of the public. Officers should be trained to offer to turn off cameras in situations where doing so would create a greater degree of comfort, but should not unilaterally decide to turn off their cameras. There should be a record of the request on the recording before it ends. This should minimize the chances that an officer would opportunistically record interactions, but would also allow the
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\textsuperscript{214} Miller & Toliver, supra note 16, at 14 (“In many two-party consent states, however, police executives have successfully worked with their state legislatures to have the consent requirement waived for body-worn police cameras. For example, in February 2014 Pennsylvania enacted a law waiving the two-party consent requirement for police using body-worn cameras. Efforts are under way to change two-party consent statutes in other jurisdictions as well. Each department must research its state laws to determine whether the two-party consent requirement applies.”); Triano, supra note 207, at 421.
\textsuperscript{215} White, supra note 3, at 28.
public to interact with police officers more freely. If a situation becomes adversarial, the officer should switch his camera back on.

B. WHERE TO RECORD

Currently under the Fourth Amendment, recordings made by visitors within the home sometimes may be admissible. The increased expectation of privacy within the home may prohibit the use of body-worn cameras as evidence collection tools when officers enter a home. For those constitutional reasons, as well as for policy reasons, police departments should include in their policies that consensual visits by police officers without a warrant are not used to collect footage that is later used to charge an individual with a crime, retroactively turning the visit into a search. Residents should have the option to demand that cameras are turned off before they allow police into their homes. In cases where there is a warrant, departments might consider a policy of not reexamining video footage as a means to find additional evidence beyond what was found at the search itself, but only as a way to monitor police behavior.

Finally, the ACLU’s recommendation that during SWAT raids cameras not be turned off should be adopted. Although residents have a high degree of privacy protections in their homes, SWAT raids are likely to be volatile, and a policy of recording raids would help protect the safety of individuals inside the home, since officers will be aware that their actions are being recorded and may be more careful. Additionally, it is important to avoid creating a perverse incentive for police to accost individuals in their homes by surprise, rather than by other means, in order to avoid recording the exchange.

C. STORAGE OF RECORDINGS

The ACLU’s policy does not assume that video footage will be used as evidence against members of the public in the same way that PERF’s does. If PERF’s recommendation is followed, and
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body-worn cameras become a systematic tool for evidence collection, this will lead to more distrust of police interactions, hampering efforts to build better relationships between police departments and citizens. It may also make it more difficult to convince witnesses to talk with police. This is an especially pressing concern considering the technological implications of FRT and the extent of other types of surveillance.

Additionally, law enforcement officers should not worry that if they displease a superior, he will comb through years of footage in order to find incidents that he can use to discipline the officer. Finally, by limiting the amount of time footage is stored, the amount of footage released in a leak is minimized. For these reasons, the ACLU’s position that footage should only viewed when it is believed to contain evidence of a crime, and not scanned in an effort to find evidence of any crime, should be adopted alongside short storage periods.

D. RELEASE TO THE PUBLIC

Currently, tort law does not prohibit the distribution of recordings made in public, no matter how embarrassing, and state Freedom of Information statutes require the release of redacted footage. There are significant policy reasons, however, for restricting the distribution of video from body-mounted cameras. It is important that members of the public do not avoid police for fear that footage will be released to the public. The recording of vulnerable individuals can create discomfort, and the threat that the footage will be released to the public would only increase that discomfort. On the other hand, footage from body-worn backdoor for any kind of systematic surveillance or tracking of the public. Since the records will be made, police departments need to be subject to strong rules around how they are used. The use of recordings should be allowed only in internal and external investigations of misconduct, and where the police have reasonable suspicion that a recording contains evidence of a crime. Otherwise, there is no reason that stored footage should even be reviewed by a human being before its retention period ends and it is permanently deleted. Nor should such footage be subject to face recognition searches or other analytics.
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cameras can be used to promote police accountability, hopefully restoring trust between law enforcement and the communities they serve.

In light of these considerations and the importance of individual privacy, a policy where footage is released to the public only in redacted form (unless the consent of the subjects is obtained) and only when requested under Freedom of Information laws is an appropriate policy. PERF recommends releasing footage “preemptively,” but if a case is truly generating controversy amongst the public, a third party or the subject is likely to request the footage. Preemptive releases might be used to impinge the character of victims of police brutality. In the interest of fostering positive relationships with the community and encouraging voluntary interactions between police officers and the public, police departments should not pursue policies of “preemptive” release. Departments should establish procedures to ensure that requests under the Freedom of Information Act serve a public function and are not motivated by a desire to embarrass an individual by a member of the public or by a member of law enforcement.

Additionally, state Freedom of Information statutes should be modified to account for the use of this new technology and accompanying footage. Because requests for large amounts of footage can be costly, police departments should be able to challenge frivolous requests for large amounts of footage in court. Additionally, police departments and the subjects of recordings themselves should be able to prevent the release of particularly sensitive footage if it lacks any public significance.

VI. CONCLUSION

While body-mounted cameras have the potential to reduce police misconduct and brutality, their misuse has the potential to harm rather than help police/community relations. It is clear, after reviewing the current legal limitations, recommendations and typical practices of police departments, that the legal limits of how cameras can be used have not been completely established. It is also essential that policies adequately protect the
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privacy of the public and officers alike, in addition to protecting free speech interests.

A policy that requires police officers to tape all interactions but allows some exceptions when requested by members of the public will capture almost all incidences of police misconduct committed against members of the public. Likewise, a policy that requires police departments to use footage primarily as a means of identifying and disciplining officers who behave inappropriately, instead as of a tool for evidence collection, will lead to better outcomes in reducing tensions between law enforcement and the community. Finally, a policy that allows the public to initiate the release of records but redacts personally identifying information protects the privacy of subjects while allowing for transparency and accountability.